ALL ABOUT

PHISHIN

WHATYOU NEED TO KNOW

SCAMMERS ARE AFTER YOUR
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PASSWORD FINANCIAL IDENTITY MONEY
INFO

WHY DO WE FALL FOR THESE SCAMS?

Urgency
» Desire to please
o Curiosity
e Fear

Probability that a Phishing Message
SUCCBEUS Moreover, 1in 10

people take the bait!

DON'T BE A SUCKER
DONT TAKE THE BAIT!

WHAT T0 LOOK FOR!

o Spelling & Grammer Errors

e Sender Address

e Things that sound TOO good to be true
« BEWARE of UNSOLICITED MESSAGES

Attachments
Links
Login Pages
3% \ £30%\ f85% )\
Of Users report Phishing emails Organizations
phishing emails to are opened by have suffered
their management targeted users, from phishing
/ IT department 12% of those click attacks. NO
on the malicious company or
attachments and vertical is immune
links
|FYOU SEE SOMETHING , OAY SOMETHING!

Report phishing emails to
Want more advice to your online security, contact our
experts: Gary or John




